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Abstract. Multicast connections have a bandwidth saving nature. This means that a multicast connection —
in taking the form of a tree with streams merging at the nodes — requires much less capacity from the network
links than a bunch of separate point-to-point connections providing the same connectivity. In this paper, we
consider dynamic multicast connections that can be used (0 model, for example, TV or radio delivery on a
telecommunications network, such as an ATM network with virtual circuits. We show how to calculate the
blocking probabilities of requests to jein such a tree. First, we consider the blocking probabilities occurring
in a single link. The resulting model is able to capture helerogeneous capacity requirements for different
multicast channels. Then we extend the results to a whole network using the reduced load approximation.
The accuracy of the approximation method is studied by simulations.
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1. Introduction

Multicast connections have a bandwidth saving nature. This means that a multicast
connection — in taking the form of a tree where streams merge at the nodes — re-
quires much less capacity from the network links than a bunch of separate point-to-point
connections providing the same connectivity (figure 1). This has considerable effects
on applications like TV or radio delivery by ATM or other telecommunications net-
work.

TV or radio delivery by a switched network has several characteristics: first, the
number of recipients is large. For this reason, the intensity with which users join and
leave the tree is large and the corresponding protocols need to be carefully designed [2].
Traffic is also mostly unidirectional — only signalling is carried towards the service cen-
tre. There are typically several programmes available at the service centre, from which
the subscribers choose.

Our purpose in this paper is to show how to calculate blocking probabilities of the
users’ requests for programmes in these kinds of networks. The model used consists of
a tree-type distribution network, whose root is called the service centre and leaves are
called users. The service centre offers the users a set of programmes delivered by mul-
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Figure 1. Point to point (top) vs. point to multipoint, or multicast connections (bottom). Data streams are
presented with a thick broken line.

ticast channels. Each channel may have a different capacity requirement, allowing thus
heterogeneous multicast traffic. The programmes run independently of their subscribers,
who can join and leave the channel at any time. When a user chooses a programme, a
new branch is created on the corresponding multicast tree. Thus, each channel forms a
dynamic tree.

A joining user is assumed to choose a channel probabilistically, according to a
channel preference distribution which is the same for all the users. When joining, the
user, U, creates a new branch on the tree exlending from his leaf to the nearest node,
A, already connected to the channel (see figure 2). Blocking may occur on any link of
the new branch. On the other hand, there is no blocking on the links upstream from the
connecting node A, since on that path the channel is already on. Note, however, that the
joining user may extend the time the channel remains switched on.

The calculation of blocking probabilities of the users’ requests to join multicast
channels has two main steps: We start by considering a method for calculating blocking
probabilities in a single link. Then we extend the results to calculate the end-to-end
blocking probabilities for the whole network.

Traditional methods for calculating link blocking probabilities, such as the
Kaufman—Roberts recursion [7.10], are applicable for point to point connections, such
as telephone calls or ATM connections. They apply also for static multicast connections,
where the structure of each multicast tree is fixed in advance. In our more dynamic en-
vironment, where the trees evolve with arriving and departing customers, these models
are not adequate. Thus, new methods are needed.

A method for calculating the link blocking probabilities of multicast traffic in the
case with infinite user population generating Poisson traffic was devised in [6]. In this
study, the exact formulae for blocking probabilities are derived by mapping the problem
to an equivalent generalized Engset system with unidentical users and generally distrib-
uted holding times. This model for the single link case is used in the present paper as
the starting point for approximating the end-to-end blocking probabilities in the whole
multicast network. These are calculated by applying the reduced load approximation,
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Figure 2. The dynamic multicast tree of a channel with a new branch created by a joining user U.

previously used for calculating the end-to-end blocking probabilities of point-to-point
connections (see, e.g., [11]). The accuracy of the approximation method is studied by
simulations.

In [2], a review on the work in the area of multicast trattic is given. Most work in
the sense of blocking in ATM networks with multicasting has been done on blocking in
multicasting capable switches, see, for example, [3,8]. In [12], a call admission control
algorithm for real time multicast transmission is proposed. We use a similar setting and
devise an algorithm for calculating call blocking probabilities.

The paper is organised as follows. In section 2 we present blocking calculations for
a single link. Section 3 contains a brief description of the reduced load approximation.
In section 4 we compare the results obtained by this method with those obtained by
simulations. Section 5 gives a brief summary.

2. Blocking probabilities in a single link

In this section we consider a link in a system which has infinite capacity on all its other
links, and where, consequently, blocking occurs only in the examined link. The model
described in this section was first presented in [6]. In the first section, we set the mathe-
matical model up including the assumptions needed later on. We consider a case where
the link capacity is infinite, and determine the mean times that an individual channel
traversing the link is on and off. Finally we show how to calculate the distribution for
the link capacity usage. The results of the first subsection will be utilized in the second
section, where we focus on the blocking problem of a link with finite capacity.

2.1, Link occupancy in an infinite system

Consider a link in an infinite system. The multicast channel population is denoted by 7,
i.e.. [ is the set of channels (‘programmes’) provided by the service centre. Let ¢; € 7,
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denote the capacity requirement of channel / € 7. We assume that the users downstream
of the considered link subscribe to these channels according to a Poisson process with
intensity A. This is a model for an infinite user population, which is a reasonable as-
sumption in networks with a large number of users, such as TV or radio multicasting in
a network (for a link not too close to the leaves of the multicast tree). Further, we assume
that cach user chooses the channel independently of others and from the same preference
distribution, o; being the probability that channel i is chosen. As a result, the subscrip-
tions to channel / arrive according to a Poisson process with intensity 2, = o;A. We
assume that the users’ holding times are generally distributed with mean 1/p,;. Finally,
let a; denote the offered traffic intensity for channel /,
A .
a; = —. (h

i

Consider then the on and off times of a single channel. Let T;(S? and Ti(;;) denote
their means, respectively. As mentioned above, no blocking occurs in an infinite system.
Thus, if the channel is off, it is turned on every time a new subscription arrives. The
channel remains in the on state (and occupies the link) as long as there are users con-
nected o the channel. Thus, the probability p; that channel i is on equals the probability
that there is ar least one user connected to the channel. The probability ¢; that channel /
is off is then the same as the probability that there are no users connected to the channel.
On the other hand, under the assumptions made above, the number of users simultane-
ously connected to channel i is distributed as the number of customers in an M/G/o0

queue, i.e., according to the Poisson distribution with mean a;. Thus,

pi=1—e", 2
g =e “. (3)

Another implication is that on and off times of the channel considered are distributed as
busy and idle periods, respectively, in the corresponding M/G/ oo queue. Thus,

(00) ea, o 1
i,on = s ’ (4)
Thow =i ' 5)
The former equation follows from the fact that

(00)

ion
Pi— (o) 1 (00) " (6)

J,i.on + I.i,nff

We see that the mean on time of the most popular channels as a function of the offered
traffic intensity grows extremely rapidly because of the exponential term in the numer-
ator. This indicates that there is likely to be a set of channels that are almost constantly
carried on the link.
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Let X denote the number of channels in use, and X; indicate whether channel { is
on (X; = 1)oroff (X; = 0). Since
X=) X, ™)

iel

where the X, are independent Bernoulli variables with mean p;, we have

EX]=) _ pi. (8)
iel

Var[X]1=Y" pigi. (9)
icl

Let then Y denote the number of capacity units simultancously occupied in the
link,

Y :ZC,;X;. (10)
iel

Its distribution ()%, called the link occupancy distribution, can be calculated by the
convolution algorithm [5], or, equivalently, from the probability generating function:

P(z) = H(Qi + i) = Zﬂ.fzj- (n
i=0

iel

As regards the mean and variance of Y, it follows from (10) and the independence of the
Bernoulli variables X, that

ElY]=) cpi. (12)
iel

Var[¥] = Zc,?p,q,. (13)
el

All the results in this section are valid in a system in which all the links have infinite
capacity. When multicast connections are carried on a link which has finite capacity,
blocking may occur. This is studied in the next section.

2.2. Blocking in a link with finite capacity

In this section we show how to calculate blocking probabilitics in a link with finite
capacity, C, assuming that all the other links have infinite capacity.

It is important to make a distinction between various types of blocking. The chan-
nel blocking probability Bf of channel i is defined to be the probability that an attempt
to turn channel / on fails due to lacking capacity, whereas the call blocking probability
b; of channel i (seen by a user subscribing to channel 7) refers to the probability that a
user’s attempt to subscribe to channel i fails, These are different, since the user’s sub-
scription is always accepted when the channel is already on. Furthermore, we may say
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Figure 3. Call vs. channel blocking. Call attempts are represented by arrows, blocking events by crosses.
The call attempts that are also attempts to turn a channel on are marked with dots. Call blocking in this
trace is 5/11 and channel blocking 5/6.
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that channel blocking probability equals call blocking probability conditioned to the fact
that the channel is off. See figure 3. Finally we define the rime blocking probability B|
of channel 7 to be the probability that at least C — ¢; + 1 capacity units of the link are
occupied.

Consider a single channel i € /. Denote by T; ., and T; . the mean on and off
periods, respectively, in this finite system. By considering a cycle consisting of an on
period and the following off period, we deduce that the call blocking probability of
channel i is

b; _ )Lr' Ti.off -1 ’ (14)
}\iTi,on + }LiTi,oﬁ'
where 3; T; o — | is the mean number of failed attempts to subscribe to channel i during
the cycle (the last subscription arriving in the off period will be accepted)., and the de-
nominator represents the mean total number of attempts during the cycle. The frequency
of accepted calls when the channel is off is clearly A; (1 — B;). Thus,

1

Tf.mff -
On the other hand, we observe that in this finite system (where the capacities of all
the other links are assumed to be infinite) the on period of a channel is independent
of the evolution of the other channels: once the channel is turned on all the incoming
subscriptions will be accepted. This implies that the on periods are distributed as those
of an infinite system. Thus,

et —1

A

(00
Ti,on =T > =

f,on

(16)

By combining equations (14)—(16), we obtain the following expression for the call
blocking probabilities of channel i:

b(.‘ ao s B;
F =Bt =)+ 17
Thus, the only item that still remains to be determined is the channel blocking probability
Bf. We start the derivation by observing that our finite system can be described as a
generalized Engset system.
By an Engset system we refer to the well-known M/M/m/m/K system with a
finite user population, see [9]. In a generalized Engset system the users are nonidentical;

(17)
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that is their mean holding and interarrival times as well as the requested resources can
be different. Moreover, we allow the holding times to have a general distribution.

The channels in our system represent the users in the Engset system. When the
channel is on, the ‘user’ is active, and when the channel is off, the ‘user’ is idle. Thus,
the holding time of user i in the generalized Engset system is generally distributed with
mean 7; .y, and the interarrival time is exponentially distributed with mean )LI-_I. As a
consequence, we deduce that the channel blocking probability Bf equals the call block-
ing probability of user / in the corresponding generalized Engset system. Similarly, the
time blocking probability B! equals that of the generalized Engset system.

The time blocking probability of user i in the generalized Engset system can be
calculated from the following formula:

c
Bg — Zji(-‘*('ﬁ»l :’Tf
i C

Z,‘:U T
where 7; is the probability that j capacity units are occupied in an infinite system as
defined in equation (11). In the special case that ¢; = 1 for all {, this follows from the
result of [1]. In the general case, it can be shown to follow from the insensitivity property
of the product form probabilities of a multirate loss system [4]. Tt is also known that the

call blocking of user i equals the time blocking (of user i) in a system where user { is
removed. Thus the channel blocking probability is as follows:

3¢ (@)
j=C—cit1 7

ZC JT(“
Jj=0""
(i)

where 7 is the probability that j capacity units are occupied in an infinite system with

user i removed. These occupancy probabilities can be identified from the probability
generating function

(18)

Bf = (19)

Zﬂ}i)zj = 1—[ (Qk +szq"), (20)
j=0

kel—{i}

where / — {i} denotes the reduced set of users.

To summarize, the call blocking b} can be calculated from formula (17) by us-
ing (19). Note that the denominator in (17) is always greater than 1. Thus, the call
blocking b; seen by a user subscribing to channel i is always smaller than the corre-
sponding channel blocking Bf. This reflects the fact that the users subscribing to a
channel while the channel is on do not experience any blocking. We see also that, for
the most popular channels, blocking seen by a user drops practically to zero, since the
exponential term in the denominator grows rapidly with ¢; (b ~ Bfe™%). For a channel
with ¢; < 1, the channel blocking and the call blocking seen by a user are approximately
the same.

Since b < Bf < B!, an upper limit for the call blocking is the time blocking in
a system with all channels present. No call blocking seen by a user can be higher than
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this, but call blocking approaches time blocking for channels with channel preferences
@; near Zero.

So far we have considered only a single link. The result, equation (17), depends on
the vector of traffic intensities offered to the link, a, vector of capacity requirements for
channels, ¢, and link capacity C. In the sequel, we use the complete notation b{[a, ¢, C]
to make these dependencies explicit. This result is exact, given the assumptions. In the
next section, we utilise this exact result when calculating end-to-end blocking probabil-
ities.

3. End-to-end blocking probabilities

The well known Reduced Load Approximation (RLLA) (see, e.g.. [11]) is used to calcu-
late end-to-end blocking probabilities. The idea of the RLA is that traffic that is blocked
in a link on its route does not affect the other links. The approximation yields fairly
good results when no traffic class dominates and the total traffic intensity is not too high.
Under these conditions, tratfic in ditferent links is nearly independent and Poissonian.

RLA consists of two alternating steps. First, assuming the call blocking probabili-
ties for all channels and links known, we may calculate the traffic intensity for channel i
inlink /. This is done by summing all traffic intensities for that channel from the leaves
downstream from the link. These leaf traffic intensities are thinned with the call blocking
associated with them in each link along the route (from the leaf to the root node), with
the exception of the link we are calculating blocking for. Second, knowing the traffic
intensities for each channel 7 in link j, we may calculate call blocking for each channel
in the link.

The process is iterated to give the approximate blocking probabilities. The iteration
starts with zero blocking for each channel in each link.

To be more precise, let R, denote the route between the root node and the user
population « in a leaf of the distribution tree. Further, lel Lf} denote the call blocking
probability of channel / in link j. We assume that the links behave independently, or
that the blocking for each link is independent so that we may calculate the probability
that a call is not blocked on the route by multiplying the corresponding probabilities of
individual links. Let a;, denote the traffic intensity offered by user population « for
channel 7.

The blocking probabilities Lj are calculated as stated in section 2,

L} = b[r;, ¢, Cjl, 21

where the elements of the vector 1, r; ; represent the thinned traffic intensities for cor-
responding channels in the link j. They are calculated as follows:

. ZMEU' iy erR,,(l - L:’c)
ri= a. || (1-Ly)= T : (22)
A

uell; ke Ry, —{j)

where U; denotes the set of user populations downstream of link ;.
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The last form of equation (22) makes the calculation of the thinned traffic intensi-
ties more efficient in large networks. Traffic intensities are calculated for each leaf node
and each channel by thinning the offered intensities with call blocking for all links along
the route. The thinned traffic for a link and channel is then given by the sum of these
thinned traffic intensities divided by the link’s own thinning factor.

Equations (21) and (22) form a fixed point equation of the form L. = T(L). The
solution, a vector of L’I may be found by repeated substitution. Note, however, that
the equation might have several solutions. (For the traditional RLA used for point-to-
point calls, the solution is not always unique if capacity requirements of different traffic
classes differ, see, e.g., [11].) After the values for L} have been found, the end-to-end

blocking probabilities B! for user u and channel i are calculated as follows:

By=1-]](1-L}). (23)

keRy,

which follows directly from the assumption of independency.

4. Simulation

In order to find out the accuracy of the reduced load approximation in this multicast
context, several examples were studied by both calculations using RLA and by simula-
tions. The comparisons were carried out for two different network settings and several
traffic intensities. We restricted ourselves to the case where capacity requirements ¢; of
different channels are identical, ¢; = 1 for all , except for network (b), where ¢; = 1 if
i is odd, and ¢; = 2 if { is even.

The networks considered are presented in figures 4 and 5. All user populations u
behave identically offering the network traffic with total intensity a. The total traffic in-
tensity is distributed to different channels according to a truncated geometric preference
distribution. The parameter of the distribution is chosen to be p = 0.2 and the number
of channels [/| = 30. For an intuitive interpretation of the traffic load, we calculated
the offered traffic load, E[Y]/C, for every link on the routes and provide the maximum
and minimum of these figures as “min avg” and “max avg” for each route in the tables.
We examined only the blocking probability of the least used channel, which is a natural
candidate for network dimensioning, since its call blocking probability is the highest.
The channel viewing time is the same for all channels, 1/ = 1.

For each run, we simulated 10'° calls per user population. Of these calls, there was
an average of 10'0-0.2-0.8%/(1 —0.8%) &~ 3.1 - 10° calls for the least loaded channel.
Even for systems as small as these, the simulation task becomes an excessive eflort. One
simulation took about 3—4 days to carry out in a Pentium II 233 MHz machine running
Linux. No acceleration method was used, but clearly there is a need for such for making
the simulation faster.
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Figure 4. The example networks. Link capacities (channels per link) are shown in italics.
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Figure 5. The example networks for link dependency studies. Link capacities (channels per link) are shown
in italics.

4.1. Tree-iype network

We simulated traffic in two tree-type networks, see figure 4. In these networks, the
routes are short and the networks are nearly symmetric, thus one would expect the RLA
be rather accurate.

The network (a) was offered traffic with the capacity requirement ¢; = 1 for each
channel. The network (b) was offered similar traffic, but the capacity requirement for
channels with an even channel number was ¢; = 2 and for odd channels ¢; = 1.

The results for the two networks are shown in tables 1 and 2. Several intensity
levels and routes are considered. For each intensity level and route, the tables show the
05% confidence interval for the simulated result, the result of RLA, and the error defined
as the relative deviation of the calculated result from the simulated one.

The approximation is seen to be reasonable for networks (a) and (b). As with us-
ing RLA with unicast traffic, the accuracy of the approximation declines as the traffic
increases. This was to be expected since, with low traffic intensity, blocking is rare, and
the traffic in each link is closer to Poisson traffic. When traffic intensity increases, block-
ing starts to shape traffic, which reduces real blocking. However, the model for single
link blocking does not take this into account and gives higher blocking probabilities.
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Table |
Simulation results for network (a).

Intensity Route Link occupation b: Error
a min avg (%) max avg (%) simulated RLA (%)
50 0-Y-X-u 67 81 (6.85e—3,7.11e—3) 8.00e—3 15

O-Y-u 67 81 (3.55¢—3,3.76¢—3) 4.06e—3 11
60 0-Y-X-u 71 84 (1.98¢—2,2.03¢-2) 2.38e-2 19
O-Y-u 71 84 (1.04e—2.1.08e—2) 1.21e—2 14
75 0-Y-X-u 76 88 (5.63e—2,5.71e—2) 7.08e—2 25
O-Y-u 76 88 (3.05e—2.3.11e—2) 3.72¢-2 21
100 O-Y-X-u 82 93 (1.48e—1,1.49%—1) 1.97e—1 33
O-Y-u 82 93 (8.32¢—-2,8.42¢-2) 1.1le—1 33
Table 2
Simulation results for network (b) where for even channels capacity requirement ¢; = 2 and for odd chan-
nels ¢; = 1.

Intensity Route Link occupation ch # bé Error
a min avg (%)  max avg (%) simulated RLA (%)
50 O-Y-X-u 66 82 29 (8.600e—3,8.89e—3) 1.03e-2 18

30 (2.64e-22.69¢—-2)  3.19c-2 20

O-Y-u 66 82 29 (4.56e—34.73¢—3) 5.34e-3 15

30 (1.50e—2,1.54e—-2)  1.65e—2 9

60 0-Y-X-u 70 85 29 (2.09e—-22.13e—2) 2.55e-2 21
30 (6.02e—2,6.10e—2)  7.4d4e—2 23

O-Y-u 70 85 29 (1.09e—2,1.12e—2)  1.33¢-2 20

30 (3.43e¢—2,3.49¢—2) 3.92¢-2 13

75 0-Y-X-u 75 87 29 (4.96e—2,5.02¢-2) 6.27e—2 26
30 (1.33e—1,1.34e—1)  1.69e—1 27

O-Y-u 75 87 29 (2.57e—22.6le—2) 3.3le-2 28

30 (7.78e—2,7.88e—2)  9.26e-2 18

100 0-Y-X-u 81 93 29 (L.lle=I11.12¢e—=1)  1.46e—1 31
30 (271e—1273e—1) 3.55e—1 31

O-Y-u 81 93 29 (5.75e—2,5.81e—2) 8.09e—-2 40

30 (1.63e—1,1.64e—1) 2.12e—1 30

4.2.  Link dependency

To investigate further validity of the link independency assumption, we examined an-
other three network scenarios. These results are presented in this section.

The networks (c)—(e) represent a parking-lot configuration. They have a long route
to which short branches are added. Network (d) is a variant of network (¢) in which
no user populations have been added, but part of the links are replaced by two links in
series. Obviously, the true blocking probabilities do not change, but the RLLA algorithm
produces different results. Network (e) is a parking-lot network which has one node and
one user population more than network (c).
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Table 3
Simulation results for network (c).

Intensity Route Link occupation bi. Error
a min avg (%)  max avg (%) simulated RLA (%)
50 O-V-W-X-Y-u 67 8l (9.16e—3,9.45¢—3) 1.40e—2 51

O-V-W-X-u 67 81 (8.51¢—3,8.78e—3) 1.28e—2 48
O-V-W-u 67 81 (6.24¢—3,6.48:—3)  8.88e—3 40

0-V-u 67 81 (3.03¢—3.3.20e—3) 4.0le-3 29

60 O-V-W-X-Y-u 71 84 (2.53e—2,2.58¢-2) 4.07e-2 59
0-V-W-X-u 71 84 (2.37e—2,2.42e-2)  3.65¢-2 53
0-V-W-u 71 84 (1.71e—2,1.76e—2)  2.54e-2 47

O-V-u 71 84 (8.91¢—3,9.21e-3) 1.18e—2 30

75 O-V-W-X-Y-u 76 88 (6.95¢—2,7.04e—-2) 1.1de—1 63
O0-V-W-X-u 76 88 (6.37¢—2,6.45¢-2) 1.01e—1 58
0-V-W-u 76 88 (4.69e—2.4.76c—2)  7.12¢=2 51

0-V-u 76 88 (2.37e—2,2.62e—2)  3.50e¢-2 35

100 0O-V-W-X-Y-u 82 93 (1.74e—1,1.75e—1)  2.80e—1 64
O-V-W-X-u 82 93 (1.59e—1,1.60e—1)  2.52e—1 58
0-V-W-u 82 93 (1.18e—1,1.19e—1) 1.83e—1 35

0-V-u 82 93 (6.95¢e—2,7.03¢—-2) 1.00e—1 43

Table 4
Simulation results for network (d).

Intensity Route Link occupation bfw Error
a min avg (%)  max avg (%) simulated RLA (%)
50 0O-V-W-X-Y-b-u 67 81 (9.16e—3,9.45¢—3) 2.72e-2 192

O-V-W-X-Y-u 67 81 (9.16e—3.9.45¢—3)  2.70e—2 190
0-V-W-X-u 67 81 (8.51e—3,8.78¢—3) 2.45¢-2 183
0-V-W-u 67 81 (6.24e—3,6.48¢—3)  1.70e—2 167
0-V-u 67 81 (3.03¢—3,3.20e—-3)  7.60e—3 144
60 O-V-W-X-Y-b-u 71 84 (2.53e—2.2.58¢—2)  7.50e—2 194
O-V-W-X-Y-u 71 84 (2.53e—2,2.58¢—2) T7.42e-2 190
O-V-W-X-u 71 84 (2.37e—2,2.42¢—-2)  6.66e—2 178
0-V-W-u 71 84 (1.71e—2,1.76e—2)  4.63e—2 167
O-V-u 71 84 (8.91e—3,9.21e—=3) 2.13e-2 135
75 O-V-W-X-Y-b-u 76 88 (6.95e—2,7.04e—2)  1.92e—1 174
O-V-W-X-Y-u 76 88 (6.95¢—2.7.0de—2)  1.88e—1 169
O-V-W-X-u 76 88 (6.37e—2.6.45¢—2)  1.67e—1 161
O-V-W-u 76 88 (4.69e—2.4.76e—2)  1.18e—1 150
0O-V-u 76 88 (2.57¢—2,2.62e—2) 5.7le-2 120
100 0O-V-W-X-Y-b-u 82 93 (1.74e—1.1.75¢—1)  4.14e—1 137
0-V-W-X-Y-u 82 93 (1.7de—1,1.75¢e—1)  4.05e—1 132
0-V-W-X-u 82 93 (1.59e—1,1.60e—1)  3.60e—1 126
0O-V-W-u 82 93 (1.18e—1,1.19e—1)  2.6de—1 123
0O-V-u 82 93 (6.95¢—2,7.03e—2) 1.4le—1 102

—
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Table 5
Simulation results for network (e).

Intensity Route Link occupation bf. Error
a min avg (%)  max avg (%) simulated RLA (%)
50 O-V-W-X-Y-Z-u 67 84 (3.83¢—2,3.88¢—2) 06.67c—2 73

O-V-W-X-Y-u 67 84 (3.58c—2.3.0de—2) 6.10e—2 69
O-V-W-X-u 67 84 (2.78¢—2,2.83e—2)  4.59e-2 64
0-V-W-u 67 84 (1.6de—2.1.69e—2) 2.69¢-2 62

0-V-u 67 84 (6.75¢—3,7.00e—3)  1.06e-2 54

60 O-V-W-X-Y-Z-u 71 87 (8.37¢—2,8.46e—2) 1.45e—1 72
0O-V-W-X-Y-u 71 &7 (7.74e—2,7.83¢—-2) 1.32e-1 70
0-V-W-X-u 71 87 (5.91e—2,599-2) 9.96e—2 67
O-V-W-u 71 87 (3.53e—2,3.60e—2) 6.00e—2 68

0-V-u 71 87 (1.54e—2,1.58e—-2) 2.49¢-2 60

75 O-V-W-X-Y-Z-u 76 91 (1.74¢—1,1.76e—1)  291c—1 66
O-V-W-X-Y-u 76 91 (1.59¢—1,1.60c—1)  2.62e—1 64
O-V-W-X-u 76 91 (1.20c—1,1.2Te—1)  2.02e—1 68
0-V-W-u 76 91 (7.29e—2,7.39¢—2)  1.26e—1 72

0-V-u 76 91 (3.41e—2.3.48¢—2) 5.6dc—2 64

100 0-V-W-X-Y-Z-u 82 95 (3.29¢—1,3.30e—1)  5.12e—1 35
0-V-W-X-Y-u 82 95 (2.94¢—1.296e—1)  4.63e—1 57
0-V-W-X-u 82 95 (2.19e—1,2.21e—1)  3.69e—1 68
0-V-W-u 82 95 (1.37e—1,1.39e—1)  2.47e—1 79

O-V-u 82 95 (7.28e—2,7.36e—2)  1.25¢—1 71

The results of the simulations are shown in tables 3-5. The error of RLA in net-
works (¢) and (e) is seen to grow when the length of the route becomes longer. This
can be traced back to the fact that the traffic processes in the different links are not in-
dependent, since the traffic on the route O-V-W-X-Y is dominating. That is, the links
O-V and V-W, for example, carry almost the same set of connections. Thus, the RLA’s
assumption of independence is not valid, introducing an error to the calculations.

Network (d) gives further evidence to this. For example, the two links between V
and W, have the same capacity and exactly the same calls at all times. Thus, they both
always introduce blocking at the same time. The links are definitely not independent.
Here, the RLA gives really bad performance for all traffic loads. In this sense, the
network considered is nearly the worst case for the approximation.

The results show that the RLA yields results that are in the best cases almost equal
and in the worst cases of the same magnitude as the true blocking probabilities. Since
the blocking probabilities are usually “steep” functions of link capacity, an order of
magnitude in blocking probabilities does not correspond to an excessive amount of link
capacity. The estimated call blocking probabilities are also greater than the real ones, so
that the approximation is conservative. We thus conclude that the RLA yields accurate
enough results for most practical needs.
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5. Summary

In this paper, we have presented a method for calculating the end-to-end call blocking
probabilities for a network carrying heterogeneous multicast traffic. Multicast traffic
has the property of requiring less link capacity than a set of point to point connections
providing the same connectivity.

The blocking calculation presented gives us a grip of TV or radio delivery on a
circuit switched multicast system, such as an ATM network with virtual circuits. First,
a method for calculating exact blocking probabilities for a single link was reviewed.
Then, the reduced load approximation for multicast traffic was presented. We studied
the accuracy of the approximation by simulating several network scenarios and compar-
ing the results to the calculated ones. We concluded that the reduced load approximation
yields accurate enough approximations for most practical needs. However, if the mul-
ticast trees are long and do not have much diversity, the RLA gives overly pessimistic
blocking probabilities.

We leave for the future work improving the accuracy of the approximation, as well
as calculation of bounds for the blocking probabilities. Also, fast simulation methods
need to be studied to allow accurate results to be achieved for complex networks.
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